Zatgcznik do zarzgdzenia nr 222/2025

REGULAMIN SIECI KOMPUTEROWEJ
UNIWERSYTETU JANA KOCHANOWSKIEGO W KIELCACH

§1
SEOWNIK POJEC

Uzyte w Regulaminie okreslenia oznaczaja:

)

9
10)
1)
12)
13)
14)
15)
16)

17)

18)

Uniwersytet — Uniwersytet Jana Kochanowskiego w Kielcach;

Regulamin — niniejszy Regulamin;

operator — Centrum Informatyki;

wlasciwy kierownik operatora — kierownik sekcji w ramach Centrum Informatyki, wlasciwy
do zadania w zakresie odpowiedzialnosci sekcji;

SK — Sie¢ Komputerowa Uniwersytetu — sie¢ komputerowa stuzaca do przesytania danych z i do
urzadzen Uniwersytetu, wraz z ustugami i zasobami;

urzadzenie — urzadzenie podtaczone w sposob trwaty lub tymczasowy do SK;

zasoOb — dane gromadzone/ przetwarzane/ udostgpniane za pomoca urzadzen jednostki
organizacyjnej/ Uniwersytetu (np. adresy sprzgtowe i internetowe, przestrzen pamigci dyskowej
serwerow, aplikacje, bazy danych, strony WWW ustugi dostepu do platform pracy i ksztatcenia
zdalnego itp.);

ustuga — udostepnianie i dostep do zasobow i urzadzen poprzez SK;

sie¢ lokalna — wydzielony fragment SK UJK uzytkowany w obre¢bie jednostki organizacyjnej;
siec¢ szkieletowa — sie¢ komputerowa taczaca sieci lokalne;

punkt styku — port (ztacze) urzadzenia sieci, do ktorej podtaczona jest sie¢ lokalna;

uzytkownik — osoba korzystajaca z SK zgodnie z jej przeznaczeniem;

administrator centralny (AC) — wyznaczona osoba z ramienia Centrum Informatyki, majaca
w swoim zakresie odpowiedzialnos$ci zarzadzanie okreslonymi urzgdzeniami, ustugami, zasobami
SK oraz nadzor nad ich bezpieczenstwem teleinformatycznym,;

administrator lokalny (AL) — osoba delegowana do obstugi sieci lokalnej w danej jednostce
organizacyjnej;

dysponent zasobu (DZ) — osoba kierujaca jednostka organizacyjng Uniwersytetu, ktora
posiada/udostgpnia zasoby/ustugi, ustala zasady wykorzystywania zasobu;

administrator zasobow (AZ) — osoba oddelegowana w danej jednostce organizacyjnej przez
dysponenta zasobu do zarzgdzania ustugami/zasobami;

elektroniczne urzadzenia przenosne — komputer przenosny (laptop), tablet, telefon komorkowy,
smartfon, itp. [...] z podstawowg funkcja urzadzen mobilnych, tzn. pracag w dowolnym miejscu,
z wykorzystaniem technik komunikacyjnych bez koniecznosci utrzymywania potaczenia
przewodowego z Internetem;

system e-uslug klasy EZD — system teleinformatyczny, w ramach ktérego realizowane
sg czynnosci kancelaryjne, dokumentowanie przebiegu zalatwiania spraw, gromadzenie
i tworzenie dokumentacji w postaci elektroniczne;j.

§2
POSTANOWIENIA OGOLNE

1. Regulamin ustala zasi¢g, zasady funkcjonowania i korzystania z SK zlokalizowanej w obiektach

Uniwersytetu.
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Regulamin dotyczy wszystkich uzytkownikow SK.

Uzytkownicy SK majg obowigzek stosowaé obowigzujace w Uniwersytecie przepisy dotyczace
ochrony informacji, okre$§lone w Polityce bezpieczenstwa informacji, Polityce bezpieczenstwa
w zakresie ochrony danych osobowych oraz Instrukcji zarzadzania systemami informatycznymi
sluzacymi do przetwarzania danych osobowych. Nieprzestrzeganie zasad wynikajacych
z w/w dokumentéw moze skutkowaé zablokowaniem dostgpu do zasobow i ustug w ramach SK.

Sie¢ Komputerowa stuzy do wspomagania realizacji zadan statutowych Uniwersytetu — ksztatcenia
i prowadzenia badan naukowych oraz koniecznych dziatan administracyjnych.

Sie¢ Komputerowa zapewnia mozliwos¢ komunikacji urzadzen w obrgbie Uniwersytetu oraz dostep
do Sieci MAN, PIONIER (w tym réwniez ustlug teleinformatycznych realizowanych w sieci PIONIER,
takich jak Federacyjne Zarzadzanie Tozsamoscia PIONIER.Id, sie¢ bezprzewodowa eduroam),
a nastepnie do innych akademickich i naukowych sieci komputerowych w kraju i zagranica
oraz do Internetu.

Urzadzeniami komunikujgcymi si¢ z wykorzystaniem infrastruktury teleinformatycznej Uniwersytetu
moga by¢ wylacznie urzadzenia uzytkowane zgodnie z przeznaczeniem SK UJK, a wigc do celow
wynikajacych z zadan statutowych, organizacyjnych oraz administracyjnych Uniwersytetu
lub jednostki organizacyjnej.

Ustugi i zasoby Sieci Komputerowej musza by¢ zgodne z jej przeznaczeniem, a wigc stuzy¢ do celow
wynikajacych z zadan statutowych, organizacyjnych oraz administracyjnych Uniwersytetu.
Uzytkownikami sa pracownicy, wykonawcy umow cywilno-prawnych, doktoranci i studenci
wszystkich form studiow Uniwersytetu, stuchacze studiow podyplomowych, uczestnicy kurséw
i szkolen. Studenci innych uczelni oraz goscie Uniwersytetu, a takze podmioty zewngtrzne niebgdace
osobami fizycznymi, moga sta¢ si¢ czasowymi uzytkownikami sieci po uzyskaniu zgody kierownika
wlasciwej jednostki organizacyjnej, a w przypadku koniecznos$ci dodatkowej konfiguracji urzadzen/
zasobow/ ustug Uniwersytetu — wlasciwego kierownika operatora. Wszyscy uzytkownicy oraz
administratorzy Sieci Komputerowej zobowigzani sg do przestrzegania prawa, zasad wspotzycia
spolecznego oraz zasad etyki, w szczegodlno$ci poprzez powstrzymywanie si¢ od podejmowania
dziatan, ktére naruszatyby dobra osobiste innych osob lub narazatyby te osoby na straty materialne,
a takze takie, ktore moga zaktdca¢ prace Sieci Komputerowej oraz naraza¢ na niebezpieczenstwo
urzadzenia i zasoby Uniwersytetu.

§3
STRUKTURA SIECI KOMPUTEROWEJ UNIWERSYTETU JANA KOCHANOWSKIEGO
W KIELCACH

SK sktada si¢ z:
1) sieci szkieletowej — zarzadzanej przez AC;
2) sieci bezprzewodowej — zarzadzanej przez AC;
3) sieci lokalnych — zarzadzanych przez AL;
4) zasobow i uslug Uniwersytetu — zarzadzanych przez AC;
5) zasobow i ustug jednostek organizacyjnych — zarzadzanych przez AZ.
Podstawg do powotania AC, AL, oraz AZ jest wniosek stanowigcy zatgcznik nr 1 do Regulaminu.
Podstawg do uruchomienia zasobu/ustugi jest wlasciwy wniosek stanowiacy jeden z zatgcznikow
do Regulaminu — w zaleznosci od szczegdlowego przedmiotu danego wniosku.
Sieciag szkieletows, siecig bezprzewodowa oraz ogolnouczelnianymi uslugami 1 zasobami
Uniwersytetu zarzadzajg administratorzy powotani przez kierownika wlasciwej sekcji w ramach
Centrum Informatyki.
Sieciami lokalnymi zarzadzajg lokalni administratorzy wskazani przez osob¢ zarzadzajaca jednostka
organizacyjng w porozumieniu z kierownikiem wlasciwej sekcji  Centrum Informatyki
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10.

11.

12.

w zakresie ustug/ zasobow/ infrastruktury teleinformatycznej Uniwersytetu.

Sie¢ lokalna, przytaczona do sieci szkieletowej, moze zawiera¢ sieci lokalne sktadowych jednostek
organizacyjnych.

Punkt styku z siecia szkieletowa stanowi czes¢ sieci szkieletowej. Punkt styku z siecig lokalng stanowi
cze$¢ nadrzedne;j sieci lokalne;.

Zasobami i ustugami jednostek organizacyjnych administruja, powotani przez DZ, administratorzy
Zasobow.

Kazda sie¢ lokalna, ustuga i zasob jednostki organizacyjnej musi posiada¢ swojego administratora
lokalnego lub administratora zasobow.

Aktualizacja dokumentacji dotyczacej uruchomienia ustug i zasoboéw jednostki organizacyjnej lezy
po stronie dysponenta zasobow.

Zasoby Uniwersytetu sa rejestrowane, a rozwigzania techniczne konieczne do ich uruchomienia
sa zatwierdzane przez kierownika wtasciwej sekcji, w ramach Centrum Informatyki w zakresie ustug/
zasobow/ infrastruktury teleinformatycznej Uniwersytetu.

Kierownik Centrum Informatyki, na wniosek kierownika wlasciwej sekcji, wystepuje do kierownika
jednostki organizacyjnej/dysponenta zasobu o wyznaczenie innego administratora lokalnego
lub administratora zasobu w przypadku, gdy aktualny administrator nie wykonuje swoich obowiazkoéw
lub wykonuje je niewtasciwie.

§4

ADMINISTROWANIE SIECIA KOMPUTEROWA UNIWERSYTETU JANA KOCHANOWSKIEGO

1.

W KIELCACH

Operator, poprzez wlasciwych administratoréw centralnych (AC), w szczegdlnosci:

1) dba o prawidlowa eksploatacje SK;

2) projektuje wykorzystanie i wdraza konfiguracj¢ urzadzen, ustug i zasobéw Uniwersytetu;

3) odpowiada za polaczenie urzadzen/ ustug/ zasobow SK z Internetem;

4) opracowuje i aktualizuje zasady korzystania z infrastruktury teleinformatycznej oraz okresla
procedury w zakresie bezpieczenstwa sieci, urzadzen sieciowych oraz aplikacji i danych, w tym
udostepnia zasoby na podstawie wlasciwych wnioskow — stanowiacych zataczniki do Regulaminu;

5) moze zrealizowaé zdalny dostep do wskazanych zasobéw Uniwersytetu przez bezpieczny tunel
szyfrowany; podstawa do uzyskania zdalnego dostepu jest wypetniony wniosek — zatacznik nr 2h
do Regulaminu — oraz zapis w umowie w przypadku podmiotéw zewn¢trznych; przyznane dostgpy
zdalne do zasobow SK sg rejestrowane;

6) dba o aktualizacje oprogramowania centralnych urzadzen sieci szkieletowej, serwerow, ustug
i zasobow Uniwersytetu;

7) odpowiada za bezpieczenstwo centralnych urzadzen sieci szkieletowej, ustug i zasobow
Uniwersytetu;

8) monitoruje stan centralnych urzadzen, systemow i ustug;

9) zarzadza systemem kopii zapasowych aplikacji ogélnouczelnianych;

10) zapewnia staly monitoring parametrow $rodowiskowych (takich jak temperatura, wilgotnosc)
oraz cigglo$¢ zasilania poprzez stosowanie zasilaczy awaryjnych, agregatow pradotworczych
lub niezaleznych linii energetycznych w gldwnych weztach sieciowych i centrach przetwarzania
danych;

11) prowadzi rejestr zdarzen zwigzanych z eksploatacjg SK, zasobow i ustug (w wersji elektronicznej
w oparciu o funkcje udostepniane przez poszczegdlne urzadzenia/systemy);

12) prowadzi niezbgdna dokumentacj¢, w tym Ewidencje Sieci (zalacznik nr 3 do Regulaminu)
i ewidencj¢ zasobow 1 ustug;
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13)
14)
15)
16)

przygotowuje adresacje IP i1 konfiguruje uprawnienia dostgpowe dla sieci lokalnych;

nadzoruje prace sieci lokalnych;
monitoruje ustugi/zasoby jednostek organizacyjnych pod kontem bezpieczenstwa SK;

po uzyskaniu zgody kierownika operatora moze zablokowa¢ dziatanie sieci lokalnych, uslug
i zasobow jednostek organizacyjnych oraz urzadzen koncowych i uzytkownikow w przypadku
naruszenia Regulaminu lub stwierdzenia nieprawidtowosci w dzialaniu/zarzadzaniu.

2. Administrator lokalny (w szczeg6lnos$ci):

)]
2)

3)
4)
)
6)

7)

8)

9)

dba o bezpieczenstwo i prawidtowa eksploatacje sieci lokalnej;

odpowiada za sie¢ lokalng i wykonuje zadania powierzone przez operatora;

wspiera jednostke organizacyjng i uzytkownikow w dziataniach zwigzanych z siecig lokalna;
monitoruje stan podlegtych urzadzen aktywnych i odpowiada za ich konfiguracje;

prowadzi niezbedna dokumentacje, w tym Ewidencje Sieci (zatacznik nr 3 do Regulaminu)
1 zasobow;

prowadzi rejestr zdarzen zwigzanych z eksploatacja SK (w wersji elektronicznej w oparciu
o funkcje udostepniane przez poszczegélne urzadzenia/systemy);

dokumentuje zmiany majace wplyw na punkty styku z siecig szkieletowa w Karcie zmian w sieci
lokalnej, stanowiacej zatagcznik nr 4 do Regulaminu, w wersji elektronicznej, i na biezgco przesyta
ja do odpowiedniego AC;

przyjmuje zgloszenia dotyczace probleméw w sieci lokalnej od uzytkownikow
1 po przeprowadzeniu testow, w razie potrzeby, zglasza problem operatorowi,

w przypadku stwierdzenia naruszenia Regulaminu, na wniosek kierownika Centrum Informatyki
lub kierownika wlasciwej sekcji (lub z wlasnej inicjatywy — po uzyskaniu zgody osoby
powotujacej) odtacza urzadzenia w sieci lokalne;.

3. Administrator zasobow, odpowiadajac za powierzone mu ustugi i zasoby (w szczegolnosci):

)
2)

3)
4)

5)
6)
7)

8)
9)

dba o prawidlowa eksploatacje;

odpowiada za bezpieczenstwo;

monitoruje ich stan;

dba o biezaca aktualizacj¢ oprogramowania zwigzanego z uslugami i zasobami jednostki
organizacyjnej;

prowadzi rejestr zdarzen zwigzanych z eksploatacja ustug i zasobow (w wersji elektronicznej
w oparciu o funkcje udostepniane przez poszczegdlne urzadzenia/systemy);

prowadzi rejestr zasobow w aplikacji, stuzacej do inwentaryzacji oprogramowania i sprzetu IT
(zatacznik nr 9 do Regulaminu);

udziela dostepu uzytkownikom, wspiera jednostke organizacyjna 1 uzytkownikow
w dzialaniach zwigzanych z zasobami i ustugami;

dba, aby strony WWW spetiaty warunki okreslone w zatgczniku nr 5 do Regulaminu;

w przypadku stwierdzenia naruszenia Regulaminu, na wniosek kierownika Centrum Informatyki
lub kierownika wiasciwej sekcji (lub z wlasnej inicjatywy — po uzyskaniu zgody dysponenta
zasobow) blokuje dostep uzytkownikow do ustug/zasobow.

§5
OBOWIAZKI UZYTKOWNIKOW

1. Uzytkownik SK zobowigzany jest w szczegolnosci do:

)
2)
3)

zapoznania si¢ z niniejszym Regulaminem i przestrzegania jego zapisow;
korzystania z SK zgodnie z zadaniami, do ktorych sie¢ zostala stworzona;

przestrzegania przepisOw dotyczacych ochrony informacji, w szczegdlnosci danych osobowych,
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4)

)

6)

7)
8)

9)

w tym Polityki bezpieczenstwa informacji, Polityki bezpieczenstwa w zakresie ochrony danych

osobowych oraz Instrukcji zarzadzania systemami informatycznymi stuzacymi do przetwarzania
danych osobowych;

zapobiegania kradziezy i nieupowaznionemu uzytkowaniu stacji roboczej, przekazanej
do uzytkowania (w tym elektronicznego urzadzenia przenosnego), dbania o bezpieczenstwo
powierzonego sprzgtu oraz ochrong swoich zasobow w szczegdlnosci poprzez szyfrowanie
no$nikdéw/danych oraz dostepu do konta, a takze natychmiastowego zgtaszania do administratora
informacji o lukach stwierdzonych w systemie praw dostepu lub wskazujacych na uzyskanie
dostepu do zasobow przez osoby do tego nieuprawnione;

dbania o bezpieczenstwo no$nikow danych, w tym sprzetu komputerowego, objetego procedura
likwidacji — (nos$niki danych przy likwidacji sprzetu komputerowego podlegaja
zdemagnetyzowaniu i fizycznemu zniszczeniu zgodnie z procedurg, opisang w zataczniku nr 6 do
Regulaminu);

dbania o bezpieczenstwo danych oraz legalno§¢ oprogramowania spoza pakietu podstawowego,
zainstalowanego na podstawie wniosku (zatacznik nr 9 do Regulaminu);

stosowania wygaszaczy ekranu z ustawionym hastem i hasta dostepowego do komputera;

zmian swojego hasla co najmniej raz na kwartal z zastrzezeniem wymogow Instrukcji zarzadzania
systemami informatycznymi stuzacymi do przetwarzania danych osobowych;

nieujawniania swoich hasel;

10) nieodpowiadania na oferty przesylane jako reklamy lub spam, sprawdzanie podejrzanych

11)

12)
13)

14)
15)

16)
17)

18)

19)
20)

21)
22)
23)

24)

zatacznikdw programem antywirusowym;

przestrzegania poufnosci zasobow w systemie i nieingerowania w ich zawarto$¢, nawet jesli nie
bytyby one stosownie chronione;

umozliwiania dostepu do powierzonych zasobow tylko osobom uprawnionym;

przekazywania informacji o nieprawidlowosci w dziataniu sieci ustug i zasobow
do administratora lokalnego lub administratora zasobow;
natychmiastowego zgloszenia utraty danych do logowania (login/hasto) do administratora zasobu,

aktualizowania 1 przechowywania wymaganej dokumentacji, dotyczacej powierzonego
zasobu/urzadzen Uniwersytetu;

niepodejmowania dziatan niezgodnych z przepisami prawa, Regulaminem, normami spotecznymi
oraz netykieta sieciowa;

posiadania konta poczty elektronicznej i korzystania z niego zgodnie z zasadami, opisanymi
w zataczniku nr 2¢ do Regulaminu;

przestrzegania zasad bezpiecznego odbierania i wystania informacji, w tym danych osobowych,
za pomoca stuzbowej poczty elektronicznej, w spakowanych plikach, zabezpieczonych silnym,
niestownikowym hastem, sktadajacym si¢ z minimum 14 znakow, ktore zawiera mate i duze litery
oraz znaki specjalne; hasto nie moze by¢ przekazywane razem z zabezpieczonym plikiem;
przestrzegania zasad bezpiecznego wysytania wiadomosci e-mail do wigcej niz jednego adresata;
podporzadkowania si¢ zaleceniom administratorow dotyczacym eksploatacji zasobow sieci,
a takze stosowania haset zgodnych z zaleceniami administratoréw;

przestrzegania zasad bezpiecznego korzystania z ustug systemu eduroam dostepnych pod adresem
https://www.eduroam.pl/regulamin/;

przestrzegania zasad bezpiecznego dostepu do zewnetrznych ushug sieciowych w ramach Polskiej
Federacji Zarzadzania Tozsamos$cig PIONIER.Id, opisanych w zalaczniku nr 7 do Regulaminu;
przestrzegania zasad bezpiecznego korzystania z ustug platform do pracy i ksztatcenia zdalnego,
opisanych w zatgczniku nr 8 do Regulaminu;

przestrzegania zasad bezpiecznego korzystania z systemu e-ustug klasy EZD w zakresie czynnosci
kancelaryjnych, dokumentowania przebiegu zatatwiania spraw, gromadzenia i1 tworzenia
dokumentacji w postaci elektronicznej, przy czym wzor wniosku o dostep do systemu e-ustug

5|Strona


https://www.eduroam.pl/regulamin/

klasy EZD stanowi zatgcznik nr 10 do Regulaminu.
2. Uzytkownikowi SK zabrania si¢:

1) udostgpniania zasobow osobom nieuprawnionym;

2) podszywania si¢ pod innych uzytkownikéw, nielegalnego pozyskiwania informacji z SK,
wykonywania czynnosci mogacych zaktoca¢ funkcjonowanie sieci i jej zasobow poprzez
naruszanie bezpieczenstwa lub stabilnosci, w szczegdlnosci atakowania sieci lub jej zasobow,
deszyfrowania hasel, podstuchiwania lub przechwytywania informacji przeptywajacej w sieci,
skanowania portow, celowego przecigzania lacz, uniemozliwiania dzialania ustug sieciowych,
wysytania spamu (niechcianej korespondencji), $wiadomego rozsylania szkodliwego
oprogramowania;

3) wilaczania do gniazd elektrycznych sieci komputerowej urzadzen elektrycznych do tego
nieprzeznaczonych;

4) podiaczania do sieci i odlgczania od niej jakichkolwiek urzadzen bez zgody administratora,
w szczegolnosci dotaczania urzadzen technicznych umozliwiajacych dostep do SK przez osoby
nieuprawnione;

5) zmieniania ustawien konfiguracji sieciowej urzadzenia sieciowego lub koncowego (komputer,
drukarka) bez zgody administratora, w  szczeg6lnosci zmieniania adresu sprzetowego
lub przyznanego adresu internetowego;

6) nieuprawnionej rozbudowy sieci, migdzy innymi poprzez niedozwolone uruchamianie urzadzen
1 programéw, mogacych zaktdcac pracg innych urzadzen w sieci, np. $wiadczacych ustuge DHCP,
jak router bezprzewodowy lub przewodowy;

7) skladowania, instalowania i uruchamiania oprogramowania bez licencjonowanego prawa do jego
posiadania i wykorzystywania;

8) podejmowania dzialan majgcych na celu niezgodne z prawem gromadzenie, udostgpnianie,
kopiowanie i rozpowszechnianie zasoboéw prawnie chronionych, w tym utworow objetych prawem
autorskim.

§6
PRZERWY W DZIALANIU SIECI I ZGLASZANIE AWARII

1. Zaplanowane przerwy w dziataniu sieci oraz ustug i zasobéw operator zobowigzany jest oglosi¢
zainteresowanym droga mailowg z wyprzedzeniem 3 dni.
2. Wszelkie inne przerwy w dziataniu SK beda uznane za awarie.

W razie wystapienia awarii (przecigzenia lub niezaplanowanej przerwy w dziataniu sieci oraz ustug

i zasobow SK) obowigzkiem Centrum Informatyki jest niezwloczne usunigcie awarii

oraz powiadomienie 0oséb zainteresowanych o jej przyczynach i podjetych dziataniach naprawczych

zgodnie z Instrukcja zapewnienia ciagltosci dziatania opracowana na podstawie Polityki

Bezpieczenstwa Informacji.

4. Zglaszanie awarii SK:

1) uzytkownicy zgltaszaja problemy z funkcjonowaniem SK do swoich lokalnych administratorow
lub administratoréw zasobows;

2) wlasciwy lokalny administrator przystepuje do czynnosci diagnostycznych; po usunigciu
nieprawidlowos$ci informuje zgtaszajacego;

3) w przypadku braku mozliwosci usuni¢cia awarii (wykraczajgcej poza zakres odpowiedzialnosci
administratora) wlasciwy administrator przekazuje sprawe operatorowi;

4) administrator lokalny Iub administrator zasobow zobowigzany jest do wspotpracy z AC w trakcie
usuwania awarii w zakresie podleglej mu sieci/ ustugi/ zasobu.
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§7
POSTANOWIENIA KONCOWE

1. O naruszeniu Regulaminu powiadamiany jest przetozony uzytkownika, w przypadku studentow,
doktorantow, stuchaczy studiow podyplomowych i uczestnikow kurséw i szkolen — wtasciwy dziekan,
a w przypadkach dotyczacych dziatania sieci Miasteczka Akademickiego prorektor wiasciwy
ds. ksztatcenia.
Uniwersytet nie ponosi odpowiedzialnosci z tytutu szkod poniesionych na skutek awarii SK.

Calkowitg odpowiedzialnos¢ prawng za tre$¢ udostepniang, przechowywanglub sprowadzang, ponosi
uzytkownik urzadzenia, ktére zostato wykorzystane do zapisu lub przechowywania tresci.

4. Zazgoda Rektora, na wniosek upowaznionych organéw, operator ma obowigzek udostgpnic¢ wszystkie
posiadane dane uzytkownikdw, urzadzen, ustug i wydarzen w podleglej sieci.

§8
W Uniwersytecie, do przeprowadzenia spraw uregulowanych Regulaminem, stosuje si¢ nastgpujace
instrukcje i wzory, stanowiace zalaczniki do niniejszego zarzadzenia:
1) zalacznik nr 1 — wniosek o rejestracje¢ administratora/administratora zasoboéw/ lokalnego
administratora z o§wiadczeniem o zachowaniu poufnosci;
2) zalagcznik nr 2a — wniosek o zatozenie telefonu;

3) zalacznik nr 2b.1. — uprawnienia do zasobow Zintegrowanego Systemu Informatycznego
Uniwersytetu Jana Kochanowskiego w Kielcach (moduty w czgséci obstugi toku studiow);
4) zalacznik nr 2b.2. — uprawnienia do zasobdéw Zintegrowanego Systemu Informatycznego

Uniwersytet Jana Kochanowskiego w Kielcach (Simple ERP);
5) zalacznik nr 2c — zasady korzystania ze stuzbowego konta poczty elektronicznej;
6) zalacznik nr 2d — wniosek o zatozenie serwisu WWW;

7) zalacznik nr 2e — wniosek o uruchomienie tymczasowe;j sieci wi-fi;

8) zalacznik nr 2f — wniosek o dostep do sieci wi-fi w Miasteczku Akademickim dla osob spoza UJK;
9) zalacznik nr 2g — wniosek o udostepnienie innego zasobu/ ushugi;

10) zatacznik nr 2h — wniosek o ustuge zdalnego udostepnienia zasobu;

11) zatacznik nr 3 — Ewidencja Sieci;

12) zatacznik nr 4 — Karta zmian w sieci lokalnej (dokument elektroniczny);

13) zalacznik nr 5 — Zasady tworzenia serwisow WWW;

14) zalacznik nr 6 — Procedura postepowania w zakresie niszczenia elektronicznych no$nikow
informacji;

15) zalacznik nr 7 — Regulamin korzystania z zewnetrznych ushug sieciowych dostepnych przez
Centralny Punkt Logowania;

16) zatacznik nr 8 — Zasady korzystania z platform do pracy i nauki na odlegtos¢;

17) zatacznik nr 9 — Procedura rejestracji i inwentaryzacji oprogramowania i sprze¢tu komputerowego;

18) zatacznik nr 10 — Wniosek o dostep do systemu e-ustug klasy EZD.
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