Zarzadzenie nr /2025

Rektora Uniwersytetu Jana Kochanowskiego w Kielcach

z dnia grudnia 2025 roku

zmieniajace zarzadzenie nr 165/2025 Rektora Uniwersytetu Jana Kochanowskiego
w Kielcach z dnia 1 pazdziernika 2025 roku w sprawie wprowadzenia Regulaminu
Organizacyjnego Uniwersytetu Jana Kochanowskiego w Kielcach

Na podstawie art. 23 ust. 1, ust. 2 pkt 2, ust. 3 ustawy z dnia 20 lipca 2018 roku — Prawo
o szkolnictwie wyzszym i nauce (Dz. U. z 2024 r. poz. 1571 ze zm.) oraz § 27 ust. 1-2, § 28
pkt 2, § 54, § 255, § 256 ust. 1 Statutu Uniwersytetu Jana Kochanowskiego w Kielcach,
po zasiegnieciu opinii Senatu Uniwersytetu Jana Kochanowskiego w Kielcach wyrazonej
w uchwale nr /2025 z dnia 18 grudnia 2025 r., zarzadza sie, co nastepuje:

§1
W Regulaminie Organizacyjnym Uniwersytetu Jana Kochanowskiego w Kielcach (zwanym dalej
Regulaminem), stanowigcym zatgcznik do zarzgdzenia nr 165/2025 Rektora Uniwersytetu Jana
Kochanowskiego w Kielcach z dnia 1 pazdziernika 2025 roku, dokonuje sie nastepujgcych
zmian:

1) w § 15 ust. 3 Regulaminu otrzymuje brzmienie:

,,»3. Biurem, dziatem, sekcjg lub jednostka, o ktérej mowa w ust. 1 pkt. 5, moze kierowaé
kierownik, dyrektor, zastepca kwestora lub zastepca kanclerza.”;

2) w § 15 ust. 4 otrzymuje brzmienie:

,,»4. W biurze, dziale lub jednostce, o ktérej mowa w ust. 1 pkt. 5, moze zosta¢ powotany
zastepca kierownika lub zastepca dyrektora”;

3) zatacznik nr 1 do Regulaminu otrzymuje brzmienie zgodne z zatgcznikiem nr 1
do niniejszego zarzadzenia;

4) zatacznik nr 5 do Regulaminu otrzymuje brzmienie zgodne z zatacznikiem nr 2
do niniejszego zarzadzenia;

5) w zatgczniku nr 6 do Regulaminu:
a) w§1wust.2uchylasiepkt5s,7,8,9,
b) w § 1 wust. 2 dodaje sie pkt 10 w brzmieniu:



,,10) Zespodt ds. Bezpieczenstwa:

a) Inspektor ds. Cyberbezpieczenstwa,

b) Inspektor Ochrony Danych,

c) Petnomocnik ds. Ochrony Informacji Niejawnych,
d) Stanowisko ds. Obronnych.”,

c) w § 3 wust. 7 dodaje sie pkt 17 w brzmieniu:

,,17) w zakresie kontroli zarzadczej i monitorowania strategii rozwoju Uniwersytetu:

d)
e)

a) opracowywanie, opiniowanie i aktualizowanie wewnetrznych procedur,
instrukcji i wytycznych w zakresie kontroli zarzadczej,

b) organizowanie i  koordynowanie  procesu zarzadzania  ryzykiem
w Uniwersytecie,

c) koordynowanie przebiegu procesu samooceny w ramach systemu kontroli
zarzadczej,

d) koordynowanie sporzadzania planu dziatan wynikajgcego ze strategii rozwoju
Uniwersytetu oraz przygotowywanie sprawozdania z jego realizacji,

e) przygotowywanie projektu oswiadczenia o stanie kontroli zarzadczej,

f) obstuga administracyjna Zespotu ds. Kontroli Zarzadczej.”,

uchyla sie § 7,
dodaje sie § 7a w brzmieniu:

»87a

1. Zespdt ds. Bezpieczenstwa obejmuje nastepujace jednostki organizacyjne:

1)
2)
3)
4)

Inspektor ds. Cyberbezpieczenstwa;

Inspektor Ochrony Danych;

Petnomocnik ds. Ochrony Informacji Niejawnych;
Stanowisko ds. Obronnych.

2. Do zadan Inspektora ds. Cyberbezpieczeristwa nalezy w szczegdlnosci:

1)

2)

3)

4)

nadzér nad dokumentacjg cyberbezpieczeistwa na etapie jej opracowywania,
weryfikacji, aktualizacji, udostepniania i przechowywania;

nadzorowanie audytéw wewnetrznych oraz realizacji ustalen wynikajgcych
z audytow i realizacji dziatan korygujacych i zapobiegawczych;

nadzorowanie przeprowadzania identyfikacji, analizy i oceny ryzyka
bezpieczenstwa informacji, w tym koordynowanie prac zwigzanych
z przygotowaniem i realizacjg planu postepowania z ryzykiem utraty danych;
nadzorowanie dziatan podejmowanych w odpowiedzi na zgtoszone incydenty
cyberbezpieczenstwa;



5)

6)

7)
8)

analiza zabezpieczenn informatycznych stuzgcych zapewnieniu poufnosci,
integralnosci danych, dostepnosci i odpornosci systemdéw oraz ustug
przetwarzania;

weryfikacja bezpieczedstwa przeptywu danych oraz elektronicznych informacji
w Uniwersytecie;

utrzymywanie kontaktow z podmiotami Krajowego Systemu Cyberbezpieczeristwa;
planowanie i organizacja szkolen zwigzanych z utrzymaniem i rozwojem poziomu
cyberbezpieczeAstwa we wspotpracy z zastepca kanclerza ds. teleinformatycznych.

3. Przy realizacji swoich obowigzkéw Inspektor ds. Cyberbezpieczerstwa wspdtpracuje

z jednostkami organizacyjnymi Uniwersytetu w celu zapewnienia prawidtowego

nadzoru nad cyberbezpieczenstwem, w szczegdlnosci w obszarze prawnym,

organizacyjnym i technicznym.

4. Do zadan Inspektora Ochrony Danych nalezy w szczegdlnosci:

1)

2)

3)

4)

5)

6)

7)

8)

9)

informowanie administratora, podmiotu, ktéremu administrator powierzyt
przetwarzanie danych osobowych oraz pracownikéw, ktérzy przetwarzajg dane
osobowe, o obowigzkach spoczywajgcych na nich na mocy RODO oraz innych
przepisdw Unii Europejskiej lub panstw cztonkowskich o ochronie danych
i doradzanie im w tym zakresie;

monitorowanie przestrzegania RODO, innych witasciwych przepisow Unii
Europejskiej lub panstw cztonkowskich o ochronie danych osobowych;
monitorowanie przestrzegania polityk ochrony danych administratora
lub podmiotu, ktéremu administrator powierzyt przetwarzanie danych osobowych;
doradztwo w zakresie podziatu obowigzkéw (np. miedzy administratorem
a podmiotem, ktéremu administrator powierzyt przetwarzanie danych osobowych
lub pomiedzy cztonkami personelu tych podmiotéw);

prowadzenie dziatan zwiekszajgcych $wiadomos$é personelu w zakresie
obowigzkéw wynikajgcych z RODO lub przyjetych polityk;

przeprowadzanie lub organizowanie szkolern dla personelu uczestniczacego
w operacjach przetwarzania danych;

przeprowadzanie audytéw w zakresie przestrzegania RODO i polityk przez
administratora lub podmiot, ktéremu administrator powierzyt przetwarzanie
danych osobowych i ich personel;

udzielanie, na zagdanie administratora, zalecen co do oceny skutkéw dla ochrony
danych;

monitorowanie wykonania oceny skutkow dla ochrony danych;

10) wspotpraca z organem nadzorczym;

11) petnienie funkcji punktu kontaktowego dla organu nadzorczego w kwestiach

zwigzanych z przetwarzaniem oraz w stosownych przypadkach, prowadzenie
konsultacji we wszelkich innych sprawach;



10.

12) petnienie funkcji punktu kontaktowego dla osdb, ktorych dane dotyczg,
we wszystkich sprawach zwigzanych z przetwarzaniem ich danych osobowych
oraz z wykonywaniem praw przystugujgcych im na mocy przepiséw prawa;

13) udziat we wszystkich sprawach zwigzanych z ochrong danych osobowych,
w szczegolnosci uczestniczenie w konsultacjach dotyczacych zagadnien w zakresie
ochrony danych osobowych;

14) wykonywanie innych zadan i obowigzkéw, z zastrzezeniem, by takie zadania
i obowigzki nie powodowaty konfliktu interesow.

Inspektor Ochrony Danych zobowigzany jest do uwzgledniania, w kazdym przypadku,

w ramach wykonywania przez niego zadan, takich elementow, jak:

1) ryzyko zwigzane z przetwarzaniem danych osobowych;

2) charakter, zakres, kontekst i cele przetwarzania danych osobowych.

Do zadan osoby zatrudnionej na stanowisku Petnomocnika ds. Ochrony Informacji

Niejawnych nalezy w szczegdlnosci:

1) organizowanie i nadzorowanie ochrony informacji niejawnych w Uczelni zgodnie
z obowigzujgcymi przepisami;

2) nadzér nad prowadzeniem kancelarii tajne;j;

3) wspodtpraca z odpowiednimi jednostkami organizacyjnymi panstwowymi
i samorzgdowymi w zakresie dziatalnosci obronnej, ochrony ludnosci i powszechnej
samoobrony.

W sprawach nieuregulowanych Regulaminem zadania z zakresu ochrony informacji

niejawnych Petnomocnika ds. Ochrony Informacji Niejawnych okreslajg odrebne

przepisy.

Do zadan osoby zatrudnionej na Stanowisku ds. Obronnych nalezy w szczegdélnosci:

1) dziatalno$¢ planistyczna w zakresie zadan obronnych, ochrony ludnosci
i powszechnej samoobrony;

2) przygotowanie zarzadzen i wytycznych dotyczacych realizowanych zadan;

3) organizowanie i koordynowanie dziatah zwigzanych z przygotowaniem jednostek
organizacyjnych Uniwersytetu do realizacji zadan obronnych, ochrony ludnosci
i powszechnej samoobrony;

4) organizacja przedsiewzie¢ dotyczgcych standw gotowosci obronnej Uniwersytetu;

5) prowadzenie dziatalnosci informacyjnej i szkolen z uwzglednieniem zadan
w zakresie obronnosci, ochrony ludnosci i powszechnej samoobrony;

6) prowadzenie ewidencji pracownikéw podlegajgcych powszechnemu obowigzkowi
obrony.

W sprawach nieuregulowanych Regulaminem zadania z zakresu obrony cywilnej osoby

zatrudnionej na Stanowisku ds. Obronnych okreslajg odrebne przepisy.

Osoby zatrudnione na stanowiskach, o ktérych mowa w ust. 1 pkt 1-4, mogg

zastepowaé sie wzajemnie podczas nieobecnosci w ramach Zespotu

ds. Bezpieczenstwa, o ile posiadajg wymagane przepisami prawa kwalifikacje

i uprawnienia do wykonywania zadahn na danym stanowisku oraz gdy nie



przeciwstawiajg sie temu odrebne przepisy prawa, w szczegdlnosci w zakresie ochrony

danych osobowych, ochrony informacji niejawnych, cyberbezpieczenstwa i obronnosci,

ani nie powoduje to konfliktu intereséw. Zakres i forme zastepstwa okresla rektor

w formie pisemnego upowaznienia.”,

)
g)
h)
i)
j)
k)

uchylasie § 9,

uchyla sie § 10,

uchyla sie § 11,

w § 12 uchyla sie pkt 3,

uchyla sie § 15,

w § 44 w ust. 4 dodaje sie pkt. 5-8 w brzmieniu:

,,5) nadzér nad wdrazaniem, funkcjonowaniem i zgodnos$cig z przepisami prawa

procedur dotyczacych bezpieczenstwa teleinformatycznego;

6)

7)

8)

inicjowanie i koordynowanie nowych rozwigzan teleinformatycznych
w Uniwersytecie;

inicjowanie i koordynowanie  szkolen z  zakresu bezpieczenstwa
teleinformatycznego w Uniwersytecie;

inicjowanie analiz i audytdw zewnetrznych =z zakresu bezpieczerdstwa
teleinformatycznego oraz sporzgdzanie na ich podstawie raportéw dla rektora.”,

w § 55 w ust. 1 pkt 1 otrzymuje brzmienie:

,,1) Dziat Finansowy:

a) Sekcja Finansowa,
b) Sekcja Weryfikacji i Kontroli;”,

m) § 56 otrzymuje brzmienie:

856
Dziat Finansowy

1. Do zadan Dziatu Finansowego nalezy w szczegélnosci:

1) w ramach Sekcji Finansowej:

a)

b)

d)

dokonywanie ptatnosci na podstawie zatwierdzonych dokumentéw w formie
bezgotéwkowej z odpowiednich rachunkéw bankowych,

wspoétpraca z bankami prowadzacymi rachunki bankowe Uczelni, w tym m.in.
otwieranie i zamykanie rachunkdw, monitorowanie realizacji zawartych uméw,
sktadanie reklamacji,

obstuga uméw kredytowych Uczelni,

rozliczenia finansowe krajowych podrdzy stuzbowych pracownikow,



e) analizowanie i wyptata niepodjetych w terminie wynagrodzen oraz innych
naleznosci,

f) windykacja zaliczek bezgotéwkowych udzielanych pracownikom Uczelni
oraz innych finansowych obcigzen pracownikéw,

g) udzielanie informacji pracownikom oraz bytym pracownikom dotyczacych rozliczen
ich zobowigzan wobec Uczelni,

h) obstuga bezgotéwkowa funduszy prowadzonych na Uczelni, Kasy Zapomogowo-
Pozyczkowej oraz realizowanych projektow, w tym finansowanych ze Zrddet
zewnetrznych, z wyfaczeniem bezgotowkowych wyptat wynagrodzen i ich
pochodnych,

i) wykonywanie dyspozycji zwrotu srodkéw pienieznych nienaleznych i nadmiernie
pobranych oraz odsetek,

j) monitorowanie terminéw regulowania zobowigzan w celu zabezpieczenia przed
przedawnieniem lub naliczaniem kar z tytutu opdznien w zaptacie, regulowanie kar
pienieznych naliczonych przez kontrahentdéw, ustalanie i wyjasnianie przyczyn
naliczania kar,

k) biezagce monitorowanie ptynnosci finansowej Uczelni i informowanie kwestora
o wynikach,

I) dokonywanie zwrotu wadium wraz z naleznymi odsetkami bankowymi,

m) terminowe regulowanie  zobowigzan  kredytowych oraz zobowigzan
publicznoprawnych, wynikajagcych z dyspozycji otrzymanych od komdrek

merytorycznych,

n) prowadzenie ewidencji zrealizowanych wnioskéw o prefinansowanie z rachunku
Uczelni projektéw z dofinansowaniem Unii Europejskiej i innych Zrédet
zewnetrznych,

o) koordynowanie prac windykacyjnych (kompletowanie raportéw, weryfikacja
dokumentac;ji przekazywanej przez pracownikéw odpowiedzialnych za windykacje
w jednostkach organizacyjnych uczelni, przekazywanie sprawdzonej dokumentacji
radcy prawnemu),

p) aktualizacja zgtoszern do Urzedu Skarbowego w zakresie numerdéw rachunkdw
bankowych Uniwersytetu,

q) przygotowywanie dokumentéw do badania rocznego sprawozdania finansowego
oraz wspotpraca z firmg audytorskg w tym zakresie,

r) udziat w przygotowywaniu planu rzeczowo-finansowego,

s) gromadzenie, przechowywanie, zabezpieczanie i archiwizowanie dokumentacji
finansowej zgodnie z zewnetrznymi i wewnetrznymi aktami prawnymi,

t) prowadzenie dziatan informacyjnych w zakresie zadan merytorycznych komarki
i ich zgodnosci z aktualnymi przepisami,

u) inicjowanie powstawania nowych i przygotowywanie aktualizacji wewnetrznych
przepisdw prawnych dotyczacych zadan realizowanych przez sekcje;

2) w ramach Sekcji Weryfikacji i Kontroli:



a) przyjmowanie dokumentéw finansowych od pracownikéw poszczegdlnych
jednostek Uniwersytetu i ich kontrola formalna i rachunkowa,

b) kontrola dokumentéw pod wzgledem prawidtowosci opisania i merytorycznego
zatwierdzania,

c) kontrola dokumentéw wstepnie wprowadzonych do systemu informatycznego
pod wzgledem posiadania i poprawnosci wymaganych elementdéw opisu,

d) przedstawienie zweryfikowanych dokumentéw do akceptacji, zgodnie z Instrukcja
obiegu dokumentoéw finansowo-ksiegowych Uniwersytetu,

e) wspodtpraca z jednostkami Uniwersytetu w zakresie prawidtowosci dostarczanych
dokumentoéw,

f) dokonywanie wstepnej kontroli kompletnosci i rzetelnosci dokumentow
dotyczacych wykonywanych operacji gospodarczych i finansowych.

2. Dziatem Finansowym kieruje kierownik.”.

§2
Tekst jednolity Regulaminu, uwzgledniajgcy zmiany okreslone w § 1, stanowi zatgcznik nr 3
do niniejszego zarzadzenia.

§3

Zarzadzenie wchodzi w zycie z dniem 1 stycznia 2026 roku.



