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Zasady korzystania z platform do pracy i nauki na odleglosé

I. MICROSOFT 365 (DAWNIEJ OFFICE 365)

Z ustugi Microsoft 365 mozna korzysta¢ w standardowy sposob, poprzez instalacj¢ na komputerze, a takze
— w ramach wirtualnego dysku OneDrive — kazdy uzytkownik ma przyznane 1 TB pami¢ci dyskowe].
Kazdy uzytkownik ma mozliwos$¢ korzystania z ustugi na 5 dowolnych urzadzeniach (stacjonarnych i
przenosnych). Aplikacje pakietu Microsoft 365 sg dostepne na komputerach Mac i PC.
Funkcje Microsoft 365 daja mozliwo$¢ m.in. wymiany dokumentow (wtym materiatow
dydaktycznych), pracy na dokumentach wspoldzielonych, wykorzystywania arkusza kalkulacyjnego,
narzgdzi do tworzenia ankiet i formularzy, kalendarza, organizowania i obslugi spotkan wirtualnych,
przechowywania, udostgpniania plikow z dostepem do nich z dowolnego miejsca i1 urzadzenia.
Konta dostepowe dla nauczycieli akademickich i studentéw sa zaktadane przez informatykow
w jednostkach organizacyjnych. Konta dla pracownikdw niebedacych nauczycielami sa zaktadane przez
pracownikéw Dziatu Zabezpieczenia Informatycznego.
Dostep do ustugi ustaje po 60 dniach w momencie: ukonczenia studiow przez studenta UJK, utraty statusu
studenta UJK, rozwigzania umowy z pracownikiem UJK.
Elementem uslugi Microsoft 365 jest Teams, wyodrgbniony obszar roboczy, umozliwiajacy
wspotdzielenie plikéw i mozliwos$ci pracy z nimi w czasie rzeczywistym przez kilka osob, zapewnia on
sprawng organizacj¢ pracy calego zespotu. Jest narzedziem wspotpracy poprzez wirtualne spotkania
audio-wideo z wieloma osobami albo zespotami studentéw lub pracownikow.
Przy pracy z wykorzystaniem ustugi Teams nalezy zwraca¢ uwage na:
1) status prywatno$ci zespotu; mozna wyrdzni¢ nastepujace statusy prywatnosci:
a) publiczny — wszyscy cztonkowie organizacji mogq dolqczyé,
b) prywatny — tylko wiasciciele zespotu mogqg dodawac cztonkow;,
2) status kanalu w ramach zesp6tu; mozna wyr6zni¢ nastepujace statusy kanatu:

a) standardowy — dostepny dla wszystkich 0sob w zespole;

b) prywatny — dostepny tylko dla okreslonej grupy osob z zespotu.
Microsoft Stream to ustluga wideo w ramach Microsoft 365, ktéra umozliwia udostgpnianie nagrania
wszystkim osobom z organizacji — nalezy uwaznie tworzy¢ zespol/ spotkanie/ nagranie, z zachowaniem
regut prywatnosci zespotu. Domyslnie przetworzone nagranie dostepne jest w aplikacji Stream dla
wszystkich cztonkéw nagrywanego spotkania.
Domyslnie zablokowana jest mozliwos$¢ rejestrowania i nagrywania spotkan w ustudze Teams, w ramach
Microsoft 365. W razie konieczno$ci nagrania spotkania nalezy skontaktowac si¢ z administratorem ustugi
w celu nadania uprawnien do nagrywania spotkania. Nagrywajac spotkanie nalezy przestrzegac
nastgpujacych zasad:

1) zaleca si¢ skopiowanie przez organizatora spotkania nagrania z aplikacji Stream, zapisanie go na
szyfrowanym i chronionym oprogramowaniem antywirusowym no$niku komputera, i
skasowanie nagrania z aplikacji Stream, oraz usunigcie z Kosza aplikacji;

2) wszystkie nagrania w aplikacji Stream majg by¢ dostgpne wylacznie dla wybranych, jasno
zdefiniowanych grup odbiorcow.

I1. ASSECO
Asseco to ustuga, ktora daje mozliwos¢ publikacji tworzonych za jej pomoca, lub umieszczanych na niej
materialow dydaktycznych, tworzenia ankiet i formularzy, przeprowadzania szkolen i egzaminow,

organizowania i obstugi spotkan wirtualnych, czatu oraz udostepniania plikow osobom zalogowanym.
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Konta dostepowe dla nauczycieli akademickich i studentéw sg zakladane przez informatykow
w jednostkach organizacyjnych. Dostgp do ustugi ustaje po 30 dniach w momencie: ukonczenia studiow
przez studenta UJK, utraty statusu studenta UJK, rozwigzania umowy z pracownikiem UJK.

Podstawg do zalozenia konta jest posiadanie przez uzytkownika numeru albumu lub numeru pracownika
oraz konta e-mail. Po zatozeniu konta na platformie Asseco uzytkownik otrzymuje wiadomos$¢ e-mail z
hastem startowym, ktére zmienia przy pierwszym logowaniu, i linkiem do systemu.

Wszystkie dane dotyczace uzytkownikow i materiatow dydaktycznych sa przechowywane na serwerach
firmy Asseco i tam tez tworzone sg ich kopie zapasowe.

Wirtualne spotkania przeprowadzane sg z wykorzystaniem ustugi Big Blue Button i sa dostepne tylko dla
zaproszonych uzytkownikéw posiadajacych konta na platformie Asseco. Nagrania ze spotkan moze
wykonywac¢ jedynie jego autor, a dostgpne sg dla 0sob uczestniczacych w spotkaniu.

Wszelkie materiaty dydaktyczne zamieszczone na platformie dostepne sg dla uzytkownikow, ktorym takie
dane zostaly udostepnione.

Wyniki szkolen i egzamindéw dostgpne sa dla przeprowadzajacych je wykladowcow oraz dla
uczestniczacych w nich studentow, w zakresie ich wynikow.

II1. Zasady wspoélne
Nagrania spotkan gromadzone przy pomocy aplikacji Stream i platformy ASSECO, mogg zawiera¢ dane
osobowe w postaci wizerunkoéw osob oraz danych identyfikacyjnych. W zwigzku z powyzszym przy ich
przetwarzaniu nalezy stosowac¢ zasady dotyczace ograniczenia celu oraz czasu przetwarzania,
przewidziane przepisami Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27
kwietnia 2016 r. w sprawie ochrony 0sob fizycznych w zwiazku z przetwarzaniem danych osobowych i
w sprawie swobodnego przeplywu takich danych oraz uchylenia dyrektywy 95/46/WE (og6lne
rozporzadzenie o ochronie danych — RODO, Dz. Urz. UE L 119 z dnia 4 maja 2016 r. s. 1, ze zm.).
Zgodnie z tymi zasadami, dane osobowe musza by¢ zbierane w konkretnych, wyraznych i prawnie
uzasadnionych celach i nieprzetwarzane dalej w sposob niezgodny z tymi celami. Ponadto dane osobowe
muszg by¢ przechowywane przez okres nie dtuzszy, niz jest to niezbedne do celow, w ktorych sa
przetwarzane, a takze przetwarzane w sposob zapewniajacy odpowiednie bezpieczenstwo danych
osobowych, w tym ochron¢ przed niedozwolonym lub niezgodnym z prawem przetwarzaniem oraz
przypadkowa utrata.
Uzytkownicy platform do pracy i nauki na odleglo$¢ zobowiagzani sa do uzywania ustug w sposob zgodny
z prawem 1 zasadami etykiety sieciowe], w szczegdlnosci zabrania sie:
1) naruszania prywatno$ci innych oséb;
2) nielegalnej dystrybucji materialdow objetych prawem autorskim;
3) upubliczniania materialéw pornograficznych;
4) podejmowania dziatan mogacych zakloci¢ dziatanie ustug i systemow;
5) podejmowania dziatan zmierzajacych do uzyskania nieuprawnionego dostepu;
6) wysylania niechcianej poczty, ani ulatwiania tego innym podmiotom;
7) udostepniania swojego konta, w tym danych logowania, innym osobom,;
8) podejmowania dziatan wprowadzajacych w blad, ngkania, szerzenia nienawisci, popierania
przemocy, podszywania si¢ pod inne osoby.
Uzytkownik ponosi catkowita odpowiedzialno$¢ za wszelkie dziatania wykonane na platformach do pracy
i nauki na odlegto$¢, za pomocg jego danych logowania.
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